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28th June 2023 
 
 

 
 
 
 

FREEDOM OF INFORMATION ACT 
 
I am responding to your request for information under the Freedom of Information Act.  
The answers to your specific questions are as follows: 
 
I would like to learn more about your trust’s:  
 

• Security training 

• Data breach reporting 

• Security budgets  

• Which NHS Digital security services are in use.  
 
Please see the attached document. 
 
If I can be of any further assistance, please do not hesitate to contact me. 
 
Should you be dissatisfied with the Trust’s response to your request, you have the right to 
request an internal review.  Please write to the Freedom of Information Department (esh-
tr.foi@nhs.net), quoting the above reference, within 40 working days.  The Trust is not 
obliged to accept an internal review after this date. 
 
Should you still be dissatisfied with your FOI request, you have the right of complaint to the 
Information Commissioner at the following address: 
 
The Information Commissioner’s Office 
Wycliffe House 
Water Lane 
Wilmslow 
Cheshire      SK9 5AF 
 
Telephone: 0303 123 1113 
 
Yours sincerely 
 
 
 
 
Linda Thornhill (Mrs) 
Corporate Governance Manager 
esh-tr.foi@nhs.net  
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Trust name Email City/town FT employees PT employees Total 

employees

How many 

employees are able 

to work from home, 

do hybrid working, 

or work from 

multiple sites

East Sussex Healthcare NHS Trust andy.bissenden@nhs.net East Sussex Healthcare 

NHS Trust is an 

integrated Trust 

providing acute and 

community services. 

The Trust provides 

services from two acute 

hospital sites at 

Eastbourne DGH and 

Conquest Hospital and 

two community hospital 

sites at Bexhill and Rye.  

5232 3261 8493 Approximately 1500

It’s a “soft limit” of 

around 1500 

maximum; but we 

have the hardware 

that could support 

more if needed. 

Trust details Employee numbers

mailto:andy.bissenden@nhs.net


The total number of full-time 

and part-time employees 

employed by your trust with 

professional data security / 

cybersecurity qualifications 

(as of 1st May 2023 or latest 

figures available)

The total number of full-

time and part-time 

employees employed by 

your trust who have 

completed security 

training over the last 12 

months (prior to 1st May 

2023 or latest figures 

available)

How much money (in 

pounds sterling) has been 

spent on data security 

training during the last 12 

months (prior to 1st May 

2023 or latest figures 

available) this may include 

GDPR-related training

Number of data 

breaches 

reported by 

your trust 

between 1st 

January 2020 

and 31st 

December 2020

Number of data 

breaches 

reported by 

your trust 

between 1st 

January 2021 

and 31st 

December 2021

Number of data 

breaches 

reported by 

your trust 

between 1st 

January 2022 

and 31st 

December 2022

Number of data 

breaches 

reported by 

your trust since 

1st January 

2023

4 8011 We do not hold this information 

broken down to this level as 

this would be included in the 

overall staffing cost.

189 186 206 45

Latest figure for those who 

have competed Information 

Governance and Data 

Protection module 

(eLearning for Health) = 

8011

to 30/5/2023

Security training Data breaches reported



What was your 

total security 

budget for 2022

What was your 

total security 

budget for 2023

Virtual 

perimeter

Vulnerability 

scanning

Cyber security 

rating

Vulnerability 

assessments

SOC Pen testing

Pay £318k. Non 

Pay £72k

Pay £325k. Non 

Pay £75k

Yes Yes Yes Yes Yes Yes

Which of the following NHS Digital cybersecurity services / other security secrvice do you 

currently use?
Security budgets
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